**ОБРАЩАЕМ ВАШЕ ВНИМАНИЕ!**

**Все надписи, выделенные красным цветом, являются примером заполнения информационного письма и требуют введения конкретного значения со стороны оператора!**

**Примерная форма заполнения информационного письма**

**(оформляется на фирменном бланке)**

Исх.№ \_\_\_\_\_

«\_\_\_»\_\_\_\_\_\_\_\_\_20\_\_г.

 Руководителю

Управления Федеральной службы

по надзору в сфере связи, информационных

 технологий и массовых коммуникаций по

Кабардино-Балкарской Республике

Ю.Н. Бочарову

Шогенцукова пр., д. 14,

г. Нальчик, КБР, 360051

**Информационное письмо о внесении изменений**

 **в сведения об операторе в Реестре операторов, осуществляющих**

**обработку персональных данных**

**1. Наименование оператора** (*полное наименование)*:ХХХХХХХХ ХХХХХХХХ;

сокращенное наименование: ХХХХХХХХХХ

 **(указываются в строгом соответствии со свидетельством о постановке юридического лица на учет в налоговом органе)**.

**Регион:** ХХХХХХХ

ИНН 07ХХХХХХ;
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ОКВЭД

ОКПО

ОКОГУ

ОКФС
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**Тип оператора:** ХХХХХХХХ

**Адрес местонахождения:**360000, Кабардино-Балкарская Республика, ХХХХХХХ район, с.п. ХХХХХХХ, ул. Ленина, д. 1 **(указываются в строгом соответствии со свидетельством о постановке юридического лица на учет в налоговом органе)**.

**Почтовый адрес оператора:** 360000, КБР, ХХХХХХ район, с.п. ХХХХХХХ**,** ул. Ленина, д. 1

**Филиалы (при наличии):**

**наименование:** ХХХХХХХХ **адрес:** ХХХХХХХХХХХХХХХХХХХХ

**2. Регистрационный номер** \_\_\_\_\_\_\_\_\_\_\_\_\_\_ (см. на сайте ***http://pd.rkn.gov.ru/operators-registry/operators-list)***

**3. Основание изменений:** п. 10.1 ст. 22 и п.2.1 ст.25 Федерального закона от 27.07.2007 № 152-ФЗ «О персональных данных», иные основания (реорганизация, изменение наименования, адреса, целей обработки и т.д.)

**4**. **Руководствуясь:**  ст.ст.23, 24 Конституции РФ; ст.ст. 65, 86-90 Трудового кодекса РФ от 30.12.2001 № 197-ФЗ; законодательство РФ по направлению деятельности (указать), Уставом (Положением) ХХХХХХХ от \_\_\_. \_\_\_.20\_\_г., утвержденного ХХХХХХХ, Лицензией **(указываются названия федеральных и региональных нормативных актов (если такие имеются), регламентирующих деятельность организации и касающихся обработки персональных данных)**.

**5. С целью** Регистрация сведений для оказания услуг в области………**(т. е. цели, указанные в учредительных документах и цели фактически осуществляемой деятельности)**, ведение кадровой работы и бухгалтерского учета, заключение трудовых договоров и иных договоров гражданско-правового характера;

**6. Осуществляет обработку следующих категорий персональных данных:** фамилия, имя, отчество; год рождения; месяц рождения; дата рождения; место рождения; адрес; семейное положение; социальное положение; образование; профессия; доходы;

**специальные категории персональных данных:** национальная принадлежность, состояние здоровья; судимость, политические взгляды, религиозные и философские убеждения;

биометрические данные (фотография и т.д.);

**а также***:* состав семьи; данные документа, удостоверяющего личность; ИНН; СНИЛС; пол; сведения о воинской обязанности и военной службе; сведения о родственниках; контактные телефоны; и т.д. (расписать)

**Обращаем Ваше внимание на то, что в данном пункте необходимо только перечислить категории персональных данных, фактически обрабатываемые Оператором, без указания персональных данных физических лиц.**

**7. Принадлежащих следующим категориям субъектов:** сотрудникам и лицам, с которыми заключены договоры, лица, обратившихся в …..

**8. Обработка вышеуказанных персональных данных будет осуществляться путём:**

(- автоматизированной,)

(- неавтоматизированной,)

- смешанной обработки персональных данных,

 (- с передачей по внутренней сети юридического лица,)

 - без передачи по внутренней сети юридического лица,

- с передачей по сети Интернет,

(- без передачи по сети Интернет).

**Перечень действий с персональными данными, общее описание используемых оператором способов:** сбор, запись, систематизация, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передача (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.

**9. Для обеспечения безопасности принимаются следующие меры:** Назначены ответственные за обработку персональных данных, разработаны и утверждены их инструкции. Приказом назначено лицо, ответственное за организацию обработки персональных данных. Опубликован и размещен на сайте (если нет сайта организации - на стенде) организации документ, определяющий политику в отношении обработки персональных данных. Разработаны локальные акты по вопросам обработки персональных данных. Осуществляется внутренний контроль соответствия обработки персональных данных Федеральному закону от 27.07.2006 № 152-ФЗ «О персональных данных» и принятым в соответствии с ним нормативным правовым актам, требованиям к защите персональных данных. Работники, непосредственно осуществляющие обработку персональных данных, ознакомлены с положениями законодательства Российской Федерации о персональных данных, в том числе с требованиями к защите персональных данных, документами, определяющими политику организации в отношении обработки персональных данных, локальными актами по вопросам обработки персональных данных. Разработана модель угроз безопасности в информационной системе. Обеспечивается учет машинных носителей персональных данных. Обеспечивается восстановление персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним. Разработаны правила доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечивается регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных.

**Средства обеспечения безопасности**: обмен персональными данными при их обработке в информационных системах осуществляется по каналам связи, защита которых обеспечивается путем применения электронной подписи, используются антивирусные средства защиты информации (Kaspersky Small Office Security Версия 3.0), межсетевое экранирование, присвоение персональных паролей для каждого рабочего места (конкретного работника), наличие средств восстановления системы защиты персональных данных. Установлены сейфы для хранения личных дел работников и персональных данных физических лиц, запирающиеся металлические шкафы, установлена пожарная сигнализация, видеонаблюдение, круглосуточный охранный пост

**Шифровальные (криптографические) средства:**

а) не используются;

б) используются (указываются: наименование используемых криптографических средств): КриптоПро CSP 3.0,

уровень криптографической защиты информации: например: КС1, КС2;

уровень специальной защиты от утечки по каналам побочных излучений и наводок, например: КВ;

уровень защиты от несанкционированного доступа, например: АК3;

(представление данной информации рекомендуется на основании приказа ФСБ России от 10.07.2014 г. № 378 «Об утверждении состава и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных с использованием средств криптографической защиты информации, необходимых для выполнения установленных Правительством Российской Федерации требований к защите персональных данных для каждого из уровней защищенности»).

**Ответственный за организацию обработки персональных данных (не допускается написание инициалов ответственного лица, фамилия, имя и отчество (при наличии) должны быть указаны в полном объеме)**: Семен Семенович Семенов, 8 (8662) ХХ-ХХ-ХХ; 360000, КБР, г.ХХХХХХХХ, ул. ХХХХХХХХ, д.ХХХ (адрес организации); semenovpos@yandex.ru.

**Необходимо указать фамилию, имя, отчество вашего сотрудника, ответственного за организацию обработки персональных данных, а также контактные данные.**

**10. Сведения о наличии или об отсутствии трансграничной передачи персональных данных:** не осуществляется.

**Сведения о месте нахождении базы данных информации, содержащей персональные данные граждан Российской Федерации в случае использования собственных технических средств хранения базы данных:**

 **- страна местонахождения базы данных:** Российская Федерация

**- адрес местонахождения базы данных:**

субъект Российской Федерации (Республика, область, край) ХХХХХХХХХХХХХХХХХ,

район ХХХХХХХХХХХ, населенный пункт (город, поселок, село) ХХХХХХХХХ, ул. ХХХХХХХХХХ, д. ХХХХХХХХ, корп. ХХХХХХХ, офис ХХХХХХХХХ.

(например: 360000, КБР, ХХХХХХ район, с.п. ХХХХХХХ**,** ул. Ленина, д. 1)

**В случае использования не собственных (по договору) технических средств хранения базы данных указать сведения об организации, ответственной за хранение данных** *(указывается организация, которая н-р, заключила договор аренды серверных мощностей, на которых размещены базы персональных данных оператора, находящихся на территории Российской Федерации)***:**

Наименование**:** ХХХХХХХХХХХХХХХХХХХХХХХХХ

ИНН - ХХХХХХХ, ОГРН - ХХХХХХХХХХ

Адрес места нахождения: страна - ХХХХХХХХХХХХХХХХХХ

субъект Российской Федерации (Республика, область, край) ХХХХХХХХХХХХХХХХХ,

район ХХХХХХХХХХХ, населенный пункт (город, поселок, село) ХХХХХХХХХ, ул. ХХХХХХХХХХ, д. ХХХХХХХХ, корп. ХХХХХХХ, офис ХХХХХХХХХ;

**- наименование информационной системы (базы данных):** «1С: Предприятие – Зарплата и Управление персоналом».

**11. Сведения об обеспечении безопасности персональных данных:** утверждены приказом лица, осуществляющих обработку персональных данных и лица, имеющих доступ к персональным данным; определены места хранения материальных носителей персональных данных; обеспечено раздельное хранение персональных данных (материальных носителей), обработка которых осуществляется в различных целях; сотрудники ознакомлены с требованиями конфиденциальности при обработке персональных данных; на компьютерах установлено антивирусное программное обеспечение, используются пароли доступа.Исключена возможность неконтролируемого проникновения или пребывания посторонних лиц в помещения, где ведется работа с персональными данными. Обеспечена сохранность носителей персональных данных и средств защиты информации. Лица, осуществляющие обработку ПДн без использования средств автоматизации проинформированы о факте обработки ими персональных данных, а так же об особенностях и правилах осуществления такой обработки.

**(для государственного/муниципального органа смотреть «Примерную форму заполнения Уведомления для государственного/муниципального органа»)**

**12. Дата начала обработки персональных данных:** 01.01.2014 (указывается число, месяц, год начала обработки персональных данных, как правило, дата начала обработки соответствует дате создания юридического лица, указанной в свидетельстве о государственной регистрации, фактическая дата начала обработки персональных данных)

**13. Срок или условие прекращения обработки персональных данных:** прекращение деятельности, ликвидация или реорганизация учреждения.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

 (должность) (подпись) расшифровка подписи

 **М.П.**

Исполнитель: ХХХХХХХХХ

Тел. (88662) ХХХХХХХХ:

**Примечание:**

**1. Необходимо приложить копии документов из налогового органа (свидетельство, выписка из ЕГРЮЛ) при изменении, например, в наименовании оператора, изменении адреса, ИНН и т.д.**