**МЕТОДИЧЕСКИЕ РЕКОМЕНДАЦИИ**

**по уведомлению уполномоченного органа о начале обработки персональных данных и о внесении изменений в ранее представленные сведения**

**1.**    **Общие положения**

**1.1.** Настоящие методические рекомендации подготовлены в целях разъяснения порядка направления операторами, осуществляющими обработку персональных данных (далее — Оператор), сведений об обработке (намерении осуществлять обработку) данных, об изменении ранее представленных сведений, о прекращении обработки персональных данных (далее Рекомендации).

**1.2.** Согласно пункту 1 Положения о Федеральной службе по надзору в сфере связи, информационных технологий и массовых коммуникаций, утвержденного постановлением Правительства Российской Федерации от 16.03.2009 г. № 228, Роскомнадзор является уполномоченным федеральным органом исполнительной власти по защите прав субъектов персональных данных.

В соответствии с пунктом 3 части 5 статьи 23 Федерального закона от 27.07.2006 №152-ФЗ «О персональных данных» (далее — Закон № 152-ФЗ) уполномоченный орган по защите прав субъектов персональных обязан вести реестр операторов.

**1.3.** Ведение реестра операторов (далее — Реестр) включает в себя:

**1.3.1**. Внесение сведений об Операторе в Реестр на основании поданного уведомления.

**1.3.2.** Внесение изменений в сведения об Операторе, содержащиеся в Реестре, на основании полученного информационного письма.

**1.3.3**. Внесение в Реестр сведений о прекращении Оператором обработки персональных данных на основании поступившего заявления.

**1.3.4.** Предоставление выписки из Реестра на основании поступившего заявления.

**1.4.** На Портале персональных данных и официальном сайте Роскомнадзора размешается вся информация, касающаяся ведения Реестра, в том числе:

**1.4.1.** Рекомендованная форма уведомления об обработке (о намерении осуществлять обработку) персональных данных (Уведомление) (Приложение № 1).

**1.4.2**. Рекомендованная форма уведомления о внесении изменений в сведения об операторе в Реестре (Информационное письмо) (Приложение № 2).

**1.4.3.** Рекомендованная форма заявления о прекращении оператором обработки персональных данных (Приложение № 3).

**1.4.4.** Рекомендованная форма заявления о предоставлении выписки из Реестра (Приложение № 4).

**1.4.5.** Общедоступные сведения об Операторе, содержащиеся в Реестре.

**2. Основные понятия**

**2.1.** Оператор - федеральные органы государственной власти, органы государственной власти субъектов Российской Федерации, иные государственные органы (далее - государственные органы), органы местного самоуправления, иными муниципальными органами (далее - муниципальные органы), юридическое или физическое лицо, организующее и (или) осуществляющее обработку персональных данных, а также определяющее цели и содержание обработки персональных данных.

**2.2.** **Официальный сайт - сайт Роскомнадзора** в информационно-телекоммуникационной сети «Интернет» по адресу <http://rkn.gov.ru>.

**Официальный сайт Управления Роскомнадзора по Кабардино-Балкарской Республике:** **http://07.rkn.gov.ru**.

**2.3**. **Портал персональных данных** - сайт уполномоченного органа по защите прав субъектов персональных данных в информационно-телекоммуникационной сети «Интернет» по адресу **http://pd.rkn.gov.ru**.

**2.4.** **Обработка персональных данных** — любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.

**2.5.** **Персональные данные** — любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (далее — субъект персональных данных) (фамилия, имя, отчество, год, месяц, дата рождения, место рождения, адрес, семейное положение, социальное положение, имущественное положение, образование, профессия, доходы, другая информация, относящаяся к субъекту персональных данных).

**2.6.** **Специальные категории персональных данных** -  расовая, национальная принадлежности, политические взгляды, религиозные или философские убеждения, состояния здоровья, интимной жизни.

**2.7.** **Биометрические персональные данные** - сведения, которые характеризуют физиологические я биологические особенности человека, на основе которых можно установить его личность (биометрические персональные данные) и которые используются Оператором для установления личности субъекта персональных данных.

**3. Уведомление об обработке (намерении осуществлять обработку) персональных данных (Уведомление)**

3.1. Уведомление уполномоченного органа по защите прав субъектов персональных данных осуществляется Оператором до начала обработки персональных данных.

Примеры заполнения Уведомления размещены на сайте Управления Роскомнадзора по Кабардино-Балкарской Республике: http:[**//07.rkn.gov.ru/**](http://www.07.rsoc.ru/) **(***как найти форму Уведомления и методические рекомендации по уведомлению* …: главная страница – направления деятельности – защита прав субъектов ПДн – форма уведомления и методические рекомендации по уведомлению …; ***как найти пример заполнения Уведомления*:** направления  деятельности – защита прав субъектов ПДн – (справа по тексту) «О регистрации уведомлений об обработке ПД»  - (вниз - синий шрифт) примеры заполнения Уведомлений.

Уведомление включает следующие сведения:

**3.1.1.** Наименование (фамилия, имя, отчество), адрес Оператора, включающие в себя:

**3. 1 .1 .1.** ***Для юридических лиц (Операторов)*:**

- *полное наименование* с указанием организационно-правовой формы и *сокращенное наименование* юридического лица (Оператора), осуществляющего обработку персональных данных**- писать в точном соответствии со свидетельством ФНС (с последним изменением))**;

- *наименование филиалов* *(представительств)* юридического лица (Оператора), осуществляющего обработку персональных данных;

Для юридических лиц с филиальной структурой рекомендуется указывать список субъектов Российской Федерации (с указанием кода субъекта - согласно Приложению № 2  «Коды субъектов РФ и иных территорий», утвержденному Приказом ФНС России от 30.10.2015 № ММВ-7-11/485@ «Об утверждении формы сведений о доходах физического лица, порядка заполнения и формата ее представления в электронном виде», на территории которых находятся филиалы (представительства) юридического лица и (или) где оператором производится обработка персональных данных. Уведомление направляется юридическим лицом в соответствующее территориальное управление Роскомнадзора по месту своего нахождения с указанием всех имеющихся филиалов (представительств).

- *адрес Оператора*;

Указывается место нахождения юридического лица в соответствии с учредительными документами и *свидетельством о постановке юридического лица на учет в налоговом органе*, почтовый адрес юридического лица (фактический адрес), контактная информация.

Для организаций, учреждений, имеющих филиалы (представительства), указываются юридический и фактический адрес (как юридического лица, так и его филиалов и представительств), где осуществляется непосредственная обработка персональных данных (все действия (операции) с персональными данными, включая сбор, систематизацию, накопление, хранение, уточнение (обновление, изменение), использование, распространение (в том числе передачу), обезличивание, блокирование, уничтожение персональных данных). При этом необходимо уточнить - обработка персональных данных осуществляется только юридическим лицом (формирование центральной информационной системы) и (или) филиалами (представительствами).

- *индивидуальный номер налогоплательщика* (ИНН);

-*основной государственный регистрационный номер* (ОГРН).

- *коды*: КПП, ОКОПФ, ОКВЭД, ОКПО, ОКОГУ, ОКФС,

- *вид субъекта предпринимательства* (отношение к микропредприятию, малому, среднему, крупному предприятию - Федеральный закон № 209-ФЗ от 24.07.2007 г. «О развитии малого и среднего предпринимательства в Российской Федерации».

***3.1.1.2. Для физических лиц****:*

- *фамилия, имя, отчество* (при наличии) физического лица (Оператора);

- *адрес* Оператора;

Указывается местонахождение физического лица в соответствии со свидетельством о постановке на учет физического лица в налоговом органе, почтовый адрес, контактная информация;

- тип оператора.

- данные документа, удостоверяющего личность, дата его выдачи, наименование органа, выдавшего документ;

- индивидуальный номер налогоплательщика (ИНН, при наличии).

***Для индивидуальных предпринимателей***:

- фамилия, имя, отчество индивидуального предпринимателя (Оператора);

- место жительства.

Указывается место жительства индивидуального предпринимателя (оператора) в соответствии с данными документа, удостоверяющего личность, и свидетельством о постановке индивидуального предпринимателя на учет в налоговом органе, почтовый адрес, контактная информация.

- индивидуальный номер налогоплательщика (ИНН), а также коды:ОГРНИП, ОКВЭД, ОКПО, ОКФС, ОКОГУ, ОКОПФ (при наличии);

- тип оператора.

**3.1.1.3**. ***Для государственных и муниципальных органов*** (Операторов):

- *полное и сокращенное наименование* государственного, муниципального органа; наименование территориальных органов, осуществляющих обработку персональных данных -**писать в точном соответствии со свидетельством ФНС (с последним изменением))**;

- адрес Оператора;

- индивидуальный номер налогоплательщика (ИНН);

- основной государственный регистрационный номер (ОГРН).

При указании наименования (фамилии, имени, отчества), адреса Оператора, а также направления деятельности рекомендуется использовать также ссылки на код(ы) классификаторов (ОКВЭД, ОКПО, ОКОГУ, ОКФС).

**3.1.2.** ***Цель обработки персональных данных***.

Указываются цели обработки персональных данных, а также их соответствие деятельности, при которой такая обработка осуществляется.

Под «Целью обработки персональных данных» понимаются как цели, указанные в учредительных документах оператора (уставе, учредительном договоре, положении), так и цели фактически осуществляемой оператором деятельности по обработке персональных данных. Например: «осуществление полномочий органа власти по …», «выполнение государственных функций по …», «оказание государственных (муниципальных) услуг по …», «выполнение работ по …», «осуществление … деятельности…». Соответствующие виды деятельности отражаются в общероссийских классификаторах услуг, видов деятельности (ОКУН, ОКВЭД) и т.д.

***3.1.3. Категории персональных данных***.

Рекомендуется учитывать все категории персональных данных, подлежащих обработке Оператором.

В данном пункте необходимо только перечислить категории персональных данных, фактически обрабатываемые Оператором, без указания персональных данных физических лиц.

**Персональные данные** - любая информация, относящаяся к определенному или определяемому на основе такой информации физическому лицу (субъекту персональных данных), в том числе его фамилия, имя, отчество, год, месяц, дата рождения, место рождения, адрес, семейное положение, социальное положение, имущественное положение, образование, профессия, доходы, **и другие категории персональных данных, обрабатываемые оператором, не указанные в настоящем пункте** **(н-р: ИНН, СНИЛС, телефоны и т.д. –**см. пример заполнения уведомления**).**

**Специальные категории персональных данных** (расовая принадлежность, национальная принадлежность, политические взгляды, религиозные убеждения, философские убеждения, состояние здоровья, состояние интимной жизни).

**Биометрические персональные данные** (сведения, которые характеризуют физиологические особенности человека и на основе которых можно установить его личность, н-р: фото, отпечатки пальцев, ДНК и т.д), которые используются оператором для установления личности субъекта персональных данных).

***3.1.4. Категории субъектов, персональные данные которых обрабатываются***.

Рекомендуется указать категории субъектов персональных данных и виды отношений Оператора с субъектами (физическими лицами), персональные данные которых обрабатываются (например: работники (субъекты), состоящие в трудовых отношениях с юридическим лицом (Оператором), физические лица (абонент, пассажир, заемщик, вкладчик, страхователь, заказчик и др.) (субъекты), состоящие в договорных или иных гражданско-правовых отношениях с юридическим лицом (Оператором) и др.).

***3.1.5. Правовое основание обработки персональных данных***.

Рекомендуется указать весь перечень нормативных правовых актов, которые закрепляют основания и порядок обработки Оператором персональных данных и соответствуют полномочиям Оператора (указываются статьи нормативно-правовых актов, регулирующие осуществляемый вид деятельности и касающиеся обработки персональных данных. Например: ст. ст. 86 - 90 Трудового кодекса РФ, ст. 85.1 Воздушного кодекса РФ, ст. 12 Федерального закона «Об актах гражданского состояния», Устав (Положение), утвержденный от «дата» и др.). Не рекомендуется указывать в качестве правового основания часть 1 статьи 5 Закона № 152-ФЗ. Номер и наименование лицензии на осуществляемый вид деятельности (для лицензируемых видов деятельности) и пункт лицензионных условий, закрепляющий запрет на передачу персональных данных (или информации, касающейся субъектов персональных данных) (при наличии такого запрета).

***3.1.6. Перечень действий с персональными данными***, общее описание используемых Оператором способов обработки персональных данных.

Оператор указывает действия (операции) которые им применяются при обработке персональных данных. ***Перечень действий с персональными данными указан в п. 3 ст. 3 ФЗ от 27.07.2006 г. № 152-ФЗ «О персональных данных» - сбор, систематизация, накопление, хранение, уточнение (обновление, изменение), использование, распространение (в том числе передача), обезличивание, блокирование, уничтожение.***

Предполагает указания действий, совершаемых оператором с персональными данными, а также описание используемых оператором способов обработки персональных данных:

- *неавтоматизированная* обработка персональных данных;

- исключительно *автоматизированная* обработка персональных данных с передачей полученной информации по сети или без таковой;

- *смешанная* обработка персональных данных (Примечание № 4). При *смешанной обработке*указывается перечень мер по обеспечению безопасности персональных данных на *бумажных носителях и на электронных носителях.*

***Указывается****:****передаются******(или******не передаются)******персональные данные по внутренней сети юридического лица, по сети Интернет****.*

***3.1.7. Описание мер, предусмотренных статьями 18.1 и 19 Закона № 152-ФЗ***, предполагает указание организационных и технических мер, применяемых для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, распространения персональных данных, в том числе сведения о наличии шифровальных (криптографических) средств и наименования этих средств.

**а) Описание мер, предусмотренных ст.ст. 18.1 и 19 Федерального Закона от 27.07.2006 г.  № 152-ФЗ «О персональных данных»;**

**б) сведения о наличии шифровальных (криптографических) средств и наименование этих средств;**

**в) фамилия, имя, отчество физического лица или наименование юридического лица, ответственных за организацию обработки персональных данных и номера их контактных телефонов, почтовые адреса и адреса электронной почты лица».**

Оператор указывает:

**а)** описание мер, предусмотренных ст.ст. 18.1 и 19 федерального закона от 27.07.2006 г. № 152-ФЗ «О персональных данных», в том числе сведения о наличии шифровальных (криптографических) средств и наименование этих средств;

***оператор обязан принять следующие меры*** (ст.18.1):

- назначить ответственного за обработку персональных данных (утвердить инструкции ответственных за обработку персональных данных);

- разработать Положение и Политику оператора в отношении обработки персональных данных;

- осуществлять внутренний контроль и аудит соответствия обработки персональных данных законодательству;

- произвести оценку вреда, который может быть причинен субъектам из-за нарушений ФЗ;

- ознакомить работников, обрабатывающих персональных данных, с законодательством о персональных данных, с Положением и Политикой оператора в отношении обработки персональных данных, внутренними документами по данной тематике и (или) провести их обучение под роспись;

(ст.19):

\*) оператор обязан принимать необходимые правовые, организационные и технические меры или обеспечивать их принятие для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных.

\*\*) обеспечение безопасности достигается, в частности если:

- разработать модель актуальных угроз;

- использовать только сертифицированные средства защиты информации;

- провести оценку эффективности мер по обеспечению безопасности персональных данных (под этим подразумевается аттестация или декларирование соответствия);

- организовать учет машинных носителей;

- осуществлять резервное копирование персональных данных;

- установить правила доступа к персональных данных в информационную систему персональных данных (для этого необходимо разработать документы, регламентирующие доступ к персональным данным в системе); вести учет всех действий, совершаемых с персональными данными в информационной системе;

- вести контроль за мерами по обеспечению безопасности персональных данных (для этого необходимо регулярно проводить внутренние проверки).

          К *средствам обеспечения безопасности*можно отнести:

- обмен персональными данными при их обработке в информационных системах осуществляется по каналам связи, защита которых обеспечивается путем применения электронной подписи, используются антивирусные средства защиты информации,

- защита от несанкционированного физического доступа к информации  (хранение персональных данных в закрытых шкафах, ящиках, сейфах, наличие антивирусного ПО, сигнализация, видеонаблюдение и т.д.),

- защита паролем компьютеров с персональными данными,

- использование системы паролей при работе в сети (портале),

- ограничение доступа к компьютерной технике для определенных категорий работников.

**б)** В случае использования оператором, осуществляющим обработку персональных данных,  **шифровальных (криптографических) средств** указываются следующие сведения:

-  наименование используемых криптографических средств (например: КриптоПро CSP версия 3.0);

- класс средств криптографической защиты информации (СКЗИ).

Представление данной информации рекомендуется на основании приказа ФСБ России от 10.07.2014 г. № 378 «Об утверждении состава и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных с использованием средств криптографической защиты информации, необходимых для выполнения установленных Правительством Российской Федерации требований к защите персональных данных для каждого из уровней защищенности».

**в)** **фамилию, имя, отчество** физического лица или сотрудника юридического лица, ответственных за организацию обработки персональных данных, и номера их контактных телефонов, почтовые адреса и адреса электронной почты организации (***ст.22.1 Федерального Закона от 27.07.2006 г.  № 152-ФЗ «О персональных данных»***);

***3.1.8. Сведения о наличии или об отсутствии трансграничной передачи персональных данных*** в процессе их обработки, предполагают указание перечня иностранных государств, на территорию которых осуществляется трансграничная передача персональных данных.

указываются сведения о наличии или об отсутствии  трансграничной передачи персональных данных в процессе их обработки с указанием перечня иностранных государств, на территорию которых обеспечивается трансграничная передача персональных данных.

**3.1.9. *Сведения о месте нахождения базы данных, содержащей персональные данные граждан Российской Федерации.***

В соответствии с Федеральным законом от 21.07.2014г. № 242-ФЗ с 01 сентября 2015 г**.**часть 3 ст.22 Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных» (пункт 10 - сведения о наличии или отсутствии трансграничной передачи) дополнена пунктом 10.1 следующего содержания:

**«Сведения о месте нахождения базы данных информации, содержащей персональные данные граждан РФ»:**

**Сведения о месте нахождении базы данных информации, содержащей персональные данные граждан Российской Федерации в случае использования собственных технических средств хранения базы данных:**

- страна местонахождения базы данных: Российская Федерация

- адрес местонахождения базы данных:

субъект Российской Федерации (Республика, область, край)  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

район  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,  населенный пункт (город, поселок, село)   \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, ул. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, д.  \_\_\_\_\_\_, корп.  \_\_\_\_\_\_\_\_, офис  \_\_\_\_\_\_\_\_\_\_\_\_\_.

          Например, КБР, Лескенский район, с.Анзорей, ул. Ленина, 1

**В случае использования не собственных (по договору) технических средств хранения базы данных указать сведения об организации, ответственной за хранение данных:**

Наименование**:**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

ИНН - \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, ОГРН - \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Адрес места нахождения: страна - \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

субъект Российской Федерации (Республика, область, край)  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

район  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,  населенный пункт (город, поселок, село)   \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, ул. \_\_\_\_\_\_\_\_\_\_\_\_\_\_, д.  \_\_\_\_\_\_\_\_, корп.  \_\_\_\_\_\_\_\_, офис  \_\_\_\_\_\_\_\_\_\_\_\_\_;

*(Указывается организация, которая н-р, заключила договор аренды серверных мощностей, на которых размещены базы персональных данных оператора, находящихся на территории Российской Федерации)*

**- наименование информационной системы (базы данных):** например, «1С: Бухгалтерия – Кадры - Зарплата»

Полный перечень сведений, которые могут быть включены в базу данных, содержится в электронной форме Уведомления, размещенной на Портале персональных данных.

***3.1.10. Сведения об обеспечении безопасности персональных данных в соответствии с требованиями к защите персональных данных, установленными Правительством Российской Федерации.***

Рекомендуется указать сведения об обеспечении безопасности персональных данных  в соответствии с требованиями к защите персональных данных, установленными Правительством Российской Федерации – с соответствием с ПП РФ от 15.09.2008 г.  № 687 «Об утверждении положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации», ПП РФ от 06.07.2008 г. № 512 «Об утверждении требований к материальным носителям биометрических персональных данных и технологиям хранения таких данных вне информационных систем персональных данных», ПП РФ от 01.11.2012 г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных», ПП РФ от 21.03.2012г. № 211 «Перечень мер, направленных на обеспечение выполнения обязанностей, предусмотренных Федеральным законом «О персональных данных» и принятыми в соответствии с ним актами, операторами, являющимися государственными или муниципальными органами».

***3.1.11. Дата начала обработки персональных данных***.

Рекомендуется указать конкретную дату (число, месяц, год) начала любого действия (операции) или совокупности действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с  персональными данными (как правило, это дата начала осуществления Оператором деятельности, закрепленной в уставных документах, фактическая дата начала обработки персональных данных).

***3.1.12. Срок или условие прекращения обработки персональных данных***. Рекомендуется указывать конкретную дату (число, месяц, год) или основание (условие), наступление которого повлечет прекращение обработки персональных данных (в основном – ликвидация). ***Например,***условиемпрекращения обработки ПД может быть ликвидация (прекращение деятельности) юридического лица, а датой прекращения обработки ПД – дата окончания действия имеющейся лицензии на осуществление вида деятельности при условии ее дальнейшего не продления.

Уведомление рекомендуется оформлять на бланке оператора по форме, определённой Приложением № 1 к Рекомендациям, и направлять в Управления Роскомнадзора по Кабардино-Балкарскойпо месту регистрации Оператора в налоговом органе.

**3.2.** Уведомление направляется в виде документа на бумажном носителе или в форме электронного документа  и подписывается уполномоченным лицом.

Электронная форма Уведомления и порядок ее заполнения размещены на портале персональных данных ([www.pd.rkn.gov.ru](http://www.pd.rkn.gov.ru)).

**3.3.** В случае представления оператором неполных или недостоверных сведений представленные данные в Реестр не вносятся, а в адрес Оператора направляется письмо, содержащее перечень недостающих сведений и предложение их предоставить.

**3.4**. Оператору рекомендуется сообщить по запросу Управления Роскомнадзора по Кабардино-Балкарской Республики уточненные сведения в течение 30 дней со дня получения такого запроса. Если в течение 30 дней со дня получения запроса Оператор не представил уточненные сведения, то по истечении указанного срока Уведомление с неполными или недостоверными сведениями возвращается Оператору без внесения сведений о нем в Реестр.

**3.5**. Информация о внесении сведений об Операторе в Реестр размещается на официальном сайте и Портале персональных данных.

4**. Уведомление об изменении ранее предоставленных сведений персональных данных (Информационное письмо)**

**4.1.** В случае изменения ранее представленных сведений оператор в течение 10 рабочих дней с момента возникновения таких изменений направляет в уполномоченный орган по защите прав субъектов персональных данных Информационное письмо (необходимо приложить копии документов из налогового органа при изменении, например, в наименовании оператора, изменении адреса, ИНН и т.д.).

**4.2.** Информационное письмо рекомендуется оформлять на бланке Оператора по форме, определённой Приложением № 2 к Рекомендациям, и направлять в Управление Роскомнадзора по Кабардино-Балкарской по месту регистрации Оператора в налоговом органе.

**Регистрационный номер** в Реестре Оператор может найти на сайте ***http://pd.rkn.gov.ru/operators-registry/operators-list)***

**4.3.** В случае установления факта размещения в Реестре недостоверной или неполной информации об Операторе сотрудник Управления Роскомнадзора по Кабардино-Балкарской информирует Оператора путём направления в его адрес письма о перечне недостающих или неточных сведений об Операторе, необходимых для внесения (изменения) в Реестр.

Оператору рекомендуется сообщить по запросу в Управление Роскомнадзора по Кабардино-Балкарской Республике уточненные сведения в течение 30 дней со дня получения такого запроса.

**4.4**. Информация о внесении сведений об Операторе в Реестр размещается на официальном сайте и Портале персональных данных Роскомнадзора.

**5. Уведомление о прекращении обработки персональных данных (Заявление)**

**5.1.** Оператор считается прекратившим обработку персональных данных при наступлении следующих условий:

**5.1.1.** Ликвидация Оператора.

**5.1.2.** Прекращение деятельности Оператора в результате его реорганизации.

**5.1.3**. Аннулирование лицензий на осуществление лицензируемой деятельности Оператора, если условием лицензии на осуществление такой деятельности является запрет на передачу персональных данных третьим лицам без согласия в письменной форме субъекта персональных данных.

**5.1.4.** Вступившее в законную силу решение суда о прекращении Оператором обработки персональных данных.

**5.1.5**. Наступление для Оператора срока или условия прекращения обработки персональных данных, указанных им в Уведомлении.

**5.2.** В случае прекращения обработки персональных данных Оператор в течение 10 рабочих дней со дня наступления заявленного срока или условия прекращения обработки персональных данных направляет в уполномоченный орган по защите прав субъектов персональных данных Заявление с приложением документов, подтверждающих условия исключения оператора.

**5.3.** Заявление рекомендуется оформлять на бланке Оператора по форме, определённой Приложением №3 к Рекомендациям, и направлять в Управление Роскомнадзора по Кабардино-Балкарской Республике по месту регистрации Оператора в налоговом органе.

**5.4.** При поступлении в Роскомнадзор (в Управление Роскомнадзора по Кабардино-Балкарской Республике) Заявления в Реестр вносятся сведения о прекращении Оператором обработки персональных данных.

**5.5.** Информация о прекращении Оператором обработки персональных данных, внесённая в Реестр, размещается на официальном сайте и Портале персональных данных Роскомнадзора.

**6. Получение выписки из Реестра**

**6.1.** Сведения об Операторе, содержащиеся в Реестре, являются общедоступными и размещаются для ознакомления на официальном сайте и Портале персональных данных Роскомнадзора. Тем не менее, любое заинтересованное лицо вправе обратиться в Роскомнадзор (в Управление Роскомнадзора по Кабардино-Балкарской Республике) для получения выписки об Операторе из Реестра.

**6.2.** Заявление о представлении выписки рекомендуется составлять по форме, определённой Приложением № 4 к настоящим методическим рекомендациям, и направлять в Управление Роскомнадзора по Кабардино-Балкарской Республике по месту регистрации указанного Оператора в налоговом органе,

**6.3.** ***Выписка из Реестра предоставляется при наличии в заявлении следующих сведений:***

**6.3.1**. Полного наименования, ИНН, ОГРН, адреса местонахождения и почтового и/или электронного адреса заинтересованного юридического лица и фамилии, имени, отчества (последнее — при наличии), почтового и/или электронного адреса заинтересованного физического лица.

**6.3.2.** Наименования Оператора, его ИНН (ОГРН) и/или регистрационного номера записи в Реестре.

**6.4.** При отсутствии в заявлении о предоставлении выписки из Реестра необходимых для её предоставления сведений в адрес Заявителя направляется письмо с указанием причины отказа в предоставлении выписки из Реестра.
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Угловой штамп
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Исх.№ дата

**УВЕДОМЛЕНИЕ**

**об обработке (о намерении осуществлять обработку) персональных данных**

1. **Наименование, адрес оператора\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*(указывается:*

*- для юридического лица, государственных, муниципальных органов: полное и сокращенное наименование, адрес местонахождения,* ***в соответствии с его учредительными документами и свидетельством о государственной регистрации****, почтовый адрес, а также ИНН, ОГРН, КПП, ОКОПФ, ОКВЭД, ОКПО, ОКОГУ, ОКФС;*

*вид субъекта предпринимательства (Федеральный закон № 209-ФЗ от 24.07.2007г. «О развитии малого и среднего предпринимательства в Российской Федерации»);*

*- для индивидуального предпринимателя и физического лица: фамилия имя отчество, адрес регистрации в соответствии о постановке на учет в налоговом органе, почтовый адрес и адрес по месту жительства (прописки), ИНН, паспортные данные).*

*(Тел./Факс/E-mail):,*

**2. Руководствуясь:**ст.ст.23,24 Конституцией Российской Федерации; ст.ст.65, 86-90 Трудового кодекса Российской Федерации, \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*(также указываются* ***названия других федеральных и региональных нормативных актов (если такие имеются), регламентирующих деятельность организации и касающихся обработки персональных данных,*** *а также его устав (положение) и при наличии, основные реквизиты лицензии – дата выдачи, номер, орган, выдавший лицензию; например: Законами «Об образовании» - школы, детские сады, дошкольные образовательные учреждения; Законодательствами в сфере ЖКХ – ЖЭУК, ТСЖ; Законы о местном самоуправлении, о муниципальной службе – администрации г/о, м/р, с/п, и д.т.; Уставом (Положением)).*

**3. С целью:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*(указываются цели (цель) обработки персональных данных, соответствующие основным целям деятельности оператора, и регламентированные нормативными правовыми актами, указанными в п. 2 настоящего уведомления).*

**4. Осуществляет обработку следующих категорий персональных данных**:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*(перечисляются виды персональных данных граждан (физических лиц) обработку которых осуществляет оператор - непосредственно персональные данные: фамилия, имя, отчество, год, месяц, дата рождения, место рождения, адрес, паспортные данные, семейное положение, социальное положение, имущественное положение, социальное положение, образование, профессия, доходы).*

***Внимание!* Указываются только категории обрабатываемых ПД, а ни в коем случае конкретные ПД конкретных субъектов**.

**5. Принадлежащих следующим категориям субъектов:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*(указываются категории субъектов, персональные данные которых обрабатываются оператором,* ***например****: учащиеся, лица, обратившиеся за медицинской помощью, работники и др.).*

**6. Обработка вышеуказанных персональных данных осуществляется следующим путем:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*а) оператор указывает действия (операции) которые им применяются при обработке персональных данных.* ***Перечень действий с персональными данными*** *указан в п. 3 ст. 3 ФЗ от 27.07.2006г. № 152-ФЗ «О персональных данных» -* ***сбор, систематизация, накопление, хранение, уточнение (обновление, изменение), использование, распространение (в том числе передача), обезличивание, блокирование, уничтожение.***

*б) с учетом особенностей обработки персональных данных оператор указывает один из трех способов:* ***неавтоматизированная, смешанная,*** *или* ***автоматизированная обработка персональных данных****.*

***Указывается****:* ***передаются******(или******не передаются)******персональные данные по внутренней сети юридического лица, по сети Интернет****.*

**7. Для обеспечения безопасности персональных данных принимаются следующие меры:**

**а) описание мер, предусмотренных ст.ст. 18.1 и 19 Федерального Закона от 27.07.2006 г. № 152-ФЗ «О персональных данных»;**

**б) сведения о наличии шифровальных (криптографических) средств и наименование этих средств;**

**в) фамилия, имя, отчество физического лица или наименование юридического лица, ответственных за организацию обработки персональных данных и номера их контактных телефонов, почтовые адреса и адреса электронной почты лица.**

*оператор указывает:*

*а) описание мер, предусмотренных ст.ст. 18.1 и 19 федерального закона от 27.07.2006 г. № 152-ФЗ «О персональных данных», в том числе сведения о наличии шифровальных (криптографических) средств и наименование этих средств;*

*б) фамилию, имя, отчество физического лица или сотрудника юридического лица, ответственных за организацию обработки персональных данных, и номера их контактных телефонов, почтовые адреса и адреса электронной почты;*

*в) организационные и технические меры, принимаемые для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, распространения, персональных данных.*

*В случае использования оператором, осуществляющим обработку персональных данных, шифровальных (криптографических) средств указываются следующие сведения:*

*наименование используемых криптографических средств: \_\_\_\_\_\_\_\_\_\_\_\_\_;*

*уровень криптографической защиты информации: \_\_\_\_\_\_\_\_\_*

*уровень специальной защиты от утечки по каналам побочных излучений и наводок:\_\_\_\_*

*уровень защиты от несанкционированного доступа: \_\_\_\_\_\_\_\_\_\_*

*(представление данной информации рекомендуется на основании приказа ФСБ России от 10.07.2014 г. № 378 «Об утверждении состава и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных с использованием средств криптографической защиты информации, необходимых для выполнения установленных Правительством Российской Федерации требований к защите персональных данных для каждого из уровней защищенности»).*

**8. Сведения о наличии или об отсутствии трансграничной передачи персональных данных: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*При наличии трансграничной передачи персональных данных в процессе их обработки, указывается перечень иностранных государств, на территорию которых осуществляется трансграничная передача персональных данных.*

**Сведения о месте нахождении базы данных информации, содержащей персональные данные граждан Российской Федерации в случае использования собственных технических средств хранения базы данных:**

**- страна местонахождения базы данных:**

**- адрес местонахождения базы данных:**

субъект Российской Федерации (Республика, область, край) \_\_\_\_\_\_\_\_\_\_\_\_\_\_,

район \_\_\_\_\_\_\_\_\_\_\_, населенный пункт (город, поселок, село) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, ул. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, д. \_\_\_\_\_\_, корп. \_\_\_\_\_\_\_\_, офис \_\_\_\_\_\_\_\_\_\_\_\_\_.

**В случае использования не собственных (по договору) технических средств хранения базы данных указать сведения об организации, ответственной за хранение данных:**

Наименование**:** \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

ИНН - \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, ОГРН - \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Адрес места нахождения: страна - \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

субъект Российской Федерации (Республика, область, край) \_\_\_\_\_\_\_\_\_\_\_\_,

район \_\_\_\_\_\_\_\_\_\_\_\_\_, населенный пункт (город, поселок, село) \_\_\_\_\_\_\_\_\_\_\_\_\_, ул. \_\_\_\_\_\_\_\_\_\_\_\_\_\_, д. \_\_\_\_\_\_\_\_, корп. \_\_\_\_\_\_\_\_, офис \_\_\_\_\_\_\_\_\_\_\_\_\_;

**- наименование информационной системы (базы данных):** \_\_\_\_\_\_\_\_\_\_\_\_.

**9. Сведения об обеспечении безопасности персональных данных \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*Сведения об обеспечении безопасности персональных данных в соответствии с требованиями к защите персональных данных, установленными Правительством Российской Федерации.*

**10. Дата начала обработки персональных данных:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*(указывается число, месяц, год начала обработки персональных данных, как правило, для юридических лиц дата начала обработки соответствует дате создания юридического лица, указанной в свидетельстве о государственной регистрации; фактическая дата начала обработки персональных данных).*

**11. Срок или условие прекращения обработки персональных данных:\_\_\_\_\_\_\_\_\_**

*Срок прекращения обработки, а равно условие прекращение обработки персональных данных, указывается для всего объема обрабатываемых персональных данных (информационной базы, содержащей персональные данные), а не для персональных данных отдельного субъекта, персональные данные которого обрабатываются.*

*Срок прекращения обработки персональных данных указывается в формате число, месяц, год; за исключением отдельных случаев (например: установленный нормативными правовыми актами, либо уставными документами срок деятельности оператора; в случае, если оператор не может предвидеть четкого срока окончания обработки персональных данных, указывается условие окончания обработки персональных данных (в основном - ликвидация оператора).*

Руководитель Ф.И.О.

(должность) (подпись)

М.П.

Исполнитель:

Телефон:

Приложение №2

Руководителю

Управления Федеральной службы по надзору

Угловой штамп в сфере связи, информационных технологий и

массовых коммуникаций по

Кабардино-Балкарской Республике

Ю.Н. Бочарову

Исх. № дата

**Информационное письмо**

**о внесении изменений в сведения об операторе в реестре операторов,**

**осуществляющих обработку персональных данных**

**1.Наименование, адрес оператора\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*(указывается:*

*- для юридического лица, государственных, муниципальных органов: полное и сокращенное наименование, адрес местонахождения,* ***в соответствии с его учредительными документами и свидетельством о государственной регистрации,*** *почтовый адрес, а также ИНН, ОГРН, КПП, ОКОПФ, ОКВЭД, ОКПО, ОКОГУ, ОКФС;*

*- вид субъекта предпринимательства (Федеральный закон № 209-ФЗ от 24.07.2007г. «О развитии малого и среднего предпринимательства в Российской Федерации»);*

*- для индивидуального предпринимателя и физического лица: фамилия имя отчество, адрес регистрации в соответствии о постановке на учет в налоговом органе, почтовый адрес и адрес по месту жительства (прописки), ИНН, паспортные данные).*

*(Тел./Факс/E-mail):,*

**2. Регистрационный номер записи в реестре: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

***(****Для того чтобы найти регистрационный номер в Реестре операторов, осуществляющих обработку персональных данных, необходимо зайти на «Портал персональных данных Роскомнадзора» (для этого достаточно указать ИНН организации)).*

**3. Основание изменений: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*(Например, п. 10.1 ст. 22 и ч. 2.1 ст. 25 Федерального закона от 27.07.2006 г. № 152-ФЗ «О персональных данных»; изменения в наименовании организации; изменение адреса местонахождения, почтового адреса).*

**4. Руководствуясь:**ст.ст.23,24 Конституцией Российской Федерации; ст.ст. 65, 86-90 Трудового кодекса Российской Федерации, \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*(также указываются* ***названия других федеральных и региональных нормативных актов (если такие имеются), регламентирующих деятельность организации и касающихся обработки персональных данных****, а также его Устав (Положение) и при наличии, основные реквизиты лицензии – дата выдачи, номер, орган, выдавший лицензию; например: Законами «Об образовании» - школы, детские сады, дошкольные образовательные учреждения; Законодательствами в сфере ЖКХ – ЖЭУК, ТСЖ; Законы о местном самоуправлении, о муниципальной службе – администрации г/о, м/р, с/п, и д.т.).*

**5. С целью:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*(указываются цели (цель) обработки персональных данных, соответствующие основным целям деятельности оператора, и регламентированные нормативными правовыми актами, указанными в п. 2 настоящего уведомления).*

**6. Осуществляет обработку следующих категорий персональных данных**:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*(перечисляются виды персональных данных граждан (физических лиц) обработку которых осуществляет оператор - непосредственно персональные данные: фамилия, имя, отчество, год, месяц, дата рождения, место рождения, адрес, паспортные данные, семейное положение, социальное положение, имущественное положение, социальное положение, образование, профессия, доходы).*

***Внимание!*** **Указываются только категории обрабатываемых ПД, а ни в коем случае конкретные ПД конкретных субъектов**.

**7. Принадлежащих следующим категориям субъектов:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*(указываются категории субъектов, персональные данные которых обрабатываются оператором, например: учащиеся, лица, обратившиеся за медицинской помощью, работники и др.).*

**8. Обработка вышеуказанных персональных данных осуществляется следующим путем:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*а) оператор указывает действия (операции) которые им применяются при обработке персональных данных. Перечень действий с персональными данными указан в п. 3 ст. 3 ФЗ от 27.07.2006г. № 152-ФЗ «О персональных данных» - сбор, систематизация, накопление, хранение, уточнение (обновление, изменение), использование, распространение (в том числе передача), обезличивание, блокирование, уничтожение.*

*б) с учетом особенностей обработки персональных данных оператор указывает один из трех способов: неавтоматизированная, смешанная, или автоматизированная обработка персональных данных).*

*Указывается: передаются (или не передаются персональные данные по внутренней сети юридического лица, по сети Интернет.*

**9. Для обеспечения безопасности персональных данных принимаются следующие меры:**

**а) описание мер, предусмотренных ст.ст. 18.1 и 19 Федерального Закона от 27.07.2006 г. № 152-ФЗ «О персональных данных»;**

**б) сведения о наличии шифровальных (криптографических) средств и наименование этих средств;**

**в) фамилия, имя, отчество физического лица или наименование юридического лица, ответственных за организацию обработки персональных данных и номера их контактных телефонов, почтовые адреса и адреса электронной почты лица.**

*оператор указывает:*

*а) описание мер, предусмотренных ст.ст. 18.1 и 19 федерального закона от 27.07.2006 г. № 152-ФЗ «О персональных данных», в том числе сведения о наличии шифровальных (криптографических) средств и наименование этих средств;*

*б) фамилию, имя, отчество физического лица или сотрудника юридического лица, ответственных за организацию обработки персональных данных, и номера их контактных телефонов, почтовые адреса и адреса электронной почты;*

*в) организационные и технические меры, принимаемые для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, распространения, персональных данных.*

*В случае использования оператором, осуществляющим обработку персональных данных, шифровальных (криптографических) средств указываются следующие сведения:*

*наименование используемых криптографических средств: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_;*

*уровень криптографической защиты информации: \_\_\_\_\_\_\_\_\_*

*уровень специальной защиты от утечки по каналам побочных излучений и наводок:\_\_\_\_*

*уровень защиты от несанкционированного доступа: \_\_\_\_\_\_\_\_\_\_*

*(представление данной информации рекомендуется на основании приказа ФСБ России от 10.07.2014 г. № 378 «Об утверждении состава и содержания организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных с использованием средств криптографической защиты информации, необходимых для выполнения установленных Правительством Российской Федерации требований к защите персональных данных для каждого из уровней защищенности»).*

**10. Сведения о наличии или об отсутствии трансграничной передачи персональных данных: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*При наличии трансграничной передачи персональных данных в процессе их обработки, указывается перечень иностранных государств, на территорию которых осуществляется трансграничная передача персональных данных.*

**Сведения о месте нахождении базы данных информации, содержащей персональные данные граждан Российской Федерации в случае использования собственных технических средств хранения базы данных:**

**- страна местонахождения базы данных:**

**- адрес местонахождения базы данных:**

субъект Российской Федерации (Республика, область, край) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

район \_\_\_\_\_\_\_\_\_\_\_\_\_\_, населенный пункт (город, поселок, село) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, ул. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, д. \_\_\_\_\_\_, корп. \_\_\_\_\_\_\_\_, офис \_\_\_\_\_\_\_\_\_\_\_\_\_.

**В случае использования не собственных (по договору) технических средств хранения базы данных указать сведения об организации, ответственной за хранение данных** *(указывается организация, которая н-р, заключила договор аренды серверных мощностей, на которых размещены базы персональных данных оператора, находящихся на территории Российской Федерации)***:**

Наименование**:** \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

ИНН - \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, ОГРН - \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Адрес места нахождения: страна - \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

субъект Российской Федерации (Республика, область, край) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

район \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, населенный пункт (город, поселок, село) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, ул. \_\_\_\_\_\_\_\_\_\_\_\_\_\_, д. \_\_\_\_\_\_\_\_, корп. \_\_\_\_\_\_\_\_, офис \_\_\_\_\_\_\_;

**- наименование информационной системы (базы данных):** \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

**11. Сведения об обеспечении безопасности персональных данных \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*Сведения об обеспечении безопасности персональных данных в соответствии с требованиями к защите персональных данных, установленными Правительством Российской Федерации.*

**12. Дата начала обработки персональных данных:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

*(указывается число, месяц, год начала обработки персональных данных, как правило, для юридических лиц дата начала обработки соответствует дате создания юридического лица, указанной в свидетельстве о государственной регистрации; фактическая дата начала обработки персональных данных).*

**13. Срок или условие прекращения обработки персональных данных:\_\_\_\_\_\_\_\_\_\_**

*(Срок прекращения обработки, а равно условие прекращение обработки персональных данных, указывается для всего объема обрабатываемых персональных данных (информационной базы, содержащей персональные данные), а не для персональных данных отдельного субъекта, персональные данные которого обрабатываются.*

*Срок прекращения обработки персональных данных указывается в формате число, месяц, год; за исключением отдельных случаев (например: установленный нормативными правовыми актами, либо уставными документами срок деятельности оператора; в случае, если оператор не может предвидеть четкого срока окончания обработки персональных данных, указывается условие окончания обработки персональных данных (в основном - ликвидация оператора).*

Руководитель Ф.И.О.

(должность) (подпись)

М.П.

Исполнитель:

Телефон:

Приложение № 3

Руководителю

Управления Федеральной службы по надзору

**Угловой штамп** в сфере связи, информационных технологий и

массовых коммуникаций по

Кабардино-Балкарской Республике

Ю.Н. Бочарову

**Исх.№ дата**

**Заявление**

**об исключении сведений об операторе из реестра операторов, осуществляющих обработку персональных данных**

**1. Полное наименование (фамилия, имя, отчество – ИП/физ.лица) оператора \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**2. Адрес оператора** (адрес местонахождения, почтовый адрес оператора) **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**3. Сведения об операторе:**

ИНН \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

ОГРН \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

регистрационный номер записи в реестре \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**4. Основание исключения из реестра**: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(ликвидация оператора, реорганизация оператора, прекращение деятельности по обработке ПД, аннулирование лицензии, наступление срока или условия прекращения обработки персональных данных)

Руководитель Ф.И.О.

(должность) (подпись)

**М.П.**

Исполнитель:

Телефон:

Приложение №4

Руководителю

Управления Федеральной службы по надзору

**Угловой штамп** в сфере связи, информационных технологий и

массовых коммуникаций по

Кабардино-Балкарской Республике

Ю.Н. Бочарову

**Исх.№ дата**

**Заявление**

**о предоставлении выписки из реестра операторов,**

**осуществляющих обработку персональных данных**

**1. Полное наименование (фамилия, имя, отчество) заявителя \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  
\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

ИНН заявителя **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

ОГРН заявителя **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**2. Адрес заявителя** (адрес местонахождения, почтовый адрес ) **\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**3. Сведения о** **запрашиваемом операторе:**

ИНН \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

ОГРН \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

регистрационный номер записи в реестре \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Руководитель Ф.И.О.

(должность) (подпись)

**М.П.**

Исполнитель:

Телефон: